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| 实验题目：TLS | | 学号：202200400053 |
| 日期：2024-06-07 | 班级： 2班 | 姓名： 王宇涵 |
| Email：1941497679@qq.com | | |
| 实验方法介绍：  使用wireShark进行抓包并分析, 理解了TLS的工作原理, 巩固了理论课知识. | | |
| 实验过程描述：     1. **在您的跟踪记录中，包含初始 TCP SYN 消息的包编号是多少？（“包编号”是指 Wireshark 显示左侧 “No.” 列中的编号，不是 TCP 段本身的序列号）。**   答 : 17   1. **在客户端向服务器发送的第一个 TLS 消息之前或之后，TCP 连接是否已经建立？**   答 : TCP 连接在第一个 TLS 消息发送之前已经建立     1. **在您的跟踪记录中，包含 TLS Client Hello 消息的包编号是多少？**   答 : 28   1. **在 Client Hello 消息中声明，您的客户端运行的 TLS 版本是什么？**     答 : TLS 1.0  **5 在 Client Hello 消息中声明，您的客户端支持多少个加密套件？加密套件是一组相关的加密算法，决定了会话密钥如何派生，以及数据如何通过 HMAC 算法进行加密和数字签名。**    答 : 17个  **6. 您的客户端在 Client Hello 消息中生成并发送了一串 “随机字节” 到服务器。Client Hello 消息中随机字节字段的前两个十六进制数字是什么？请输入两个十六进制数字（不带十六进制前缀 '0x' ，并且在需要时使用小写字母）。**    答 : 4b  **7. Client Hello 消息中的 “随机字节” 字段的用途是什么？注意：您需要进行一些搜索和阅读才能回答这个问题；请参阅 RFC 5246 的第 8.6 节（尤其是 RFC 5246 的第 8.1 节）。**  答 : 1. 防止重放攻击：通过使用随机字节，每次连接都会有不同的随机值，从而确保每个会话都是唯一的。这有助于防止重放攻击，因为即使攻击者拦截了之前的会话，随机值的不同使得重放这些会话数据无效。  2. 提供熵以生成会话密钥：客户端和服务器都会生成自己的随机值，并将其用于会话密钥的生成过程。两个随机值的结合（客户端的随机字节和服务器的随机字节）有助于确保生成的会话密钥具有足够的熵和不可预测性，从而增强加密的安全性。  3. 支持密钥交换协议：在一些密钥交换协议中（如使用 Diffie-Hellman 密钥交换），随机字节用于生成临时密钥对，从而进一步增强安全性。    **8. 在您的跟踪记录中，包含 TLS Server Hello 消息的包编号是多少？**  答：32  **9. 服务器从之前 Client Hello 消息中提供的加密套件中选择了哪一个加密套件？**  答：选择了TLS\_ECDHE\_RSA\_WITH\_AES\_128\_GCM\_SHA256  **10. Server Hello 消息中是否包含随机字节，类似于 Client Hello 消息中的随机字节？如果包含，它们的用途是什么？**    答：1. 生成会话密钥：在 SSL/TLS 握手过程中，客户端和服务器需要协商一个对称密钥（会话密钥），以便进行后续的加密通信。服务器在 Server Hello 消息中发送的随机字节用于生成这个会话密钥。  2. 防止重放攻击：随机字节的引入使得每个握手过程都是唯一的，从而防止了重放攻击。因为每次握手时随机字节都是不同的，即使攻击者截获了一个握手过程，也不能简单地重放它来进行恶意操作。  3. 生成安全参数：随机字节还可能用于生成其他安全参数，如初始化向量（IV），以确保后续的加密通信的安全性。  **11. 在您的跟踪中，包含用于 www.cics.umass.edu 服务器的公钥证书的 TLS 消息部分中的数据包编号是多少？**    答 : 37  **12. 服务器可能返回多个证书。如果返回了多个证书，这些证书是否都是为 www.cs.umass.edu 服务器？如果不是全部都是为 www.cs.umass.edu，则其他证书是为谁的？您可以通过检查返回证书中的 id-at-commonName 字段来确定证书是为谁的。**      答 : 如图, 还有InCommon RSA Server CA和USERTrust RSA certification Authority  **13. 为 id-at-commonName=www.cs.umass.edu 发布证书的认证机构的名称是什么？**    答 : InCommon RSA Server CA  **14. 证书颁发机构（CA）用什么数字签名算法签署了此证书？提示：此信息可以在 www.cs.umass.edu 的证书的 SignedCertificate 字段的签名子字段中找到。**    答 : sha256WithRsAEncryption算法  **15. 让我们看看真实的公钥是什么样子！www.cics.umass.edu 使用的公钥的模数的前四个十六进制数字是什么？输入四个十六进制数字（十六进制数字之间没有空格，不包括任何前导'0x'，在需要时使用小写字母，并包括在'0x'之后的任何前导0）。提示：此信息可以在 www.cs.umass.edu 的证书的 subjectPublicKeyInfo 子字段中找到。**    答 : 3082  **16. 在您的跟踪中查找客户端与 CA 之间的消息，以获取 CA 的公钥信息，以便客户端验证服务器发送的 CA 签名证书确实有效，且未被伪造或篡改。您是否在跟踪中看到这样的消息？如果是，请说明客户端发送给 CA 的第一个数据包的编号是多少？如果没有，请解释为什么客户端没有联系 CA。**  答 : 在Wireshark的捕获中，不会看到客户端直接联系CA的消息，因为客户端使用的是预先存储的CA公钥来验证服务器证书的有效性。客户端不会在TLS握手过程中发送任何数据包给CA。因此，不存在客户端发送给CA的第一个数据包的编号。  **Server Hello 消息总是以显式的 Server Hello Done 记录结束。**  **17. 在您的跟踪中，包含 Server Hello Done TLS 记录的 TLS 消息部分的数据包编号是多少？**    答 : 37号    **18.在您的跟踪中，包含公钥信息、Change Cipher Spec和加密握手消息的TLS消息的包编号是多少？该消息是从客户端发送到服务器的。**  答 : 39号  **19.客户端是否向服务器提供了自己由CA签名的公钥证书？如果是，包含客户端证书的包编号在您的跟踪中是多少？**  答 : 没有提供自己由CA签名的公钥证书.  **20. 客户端和服务器用于加密应用数据（在本例中为HTTP消息）的对称密钥加密算法是什么？**    答 : TLS\_ECDHE\_RSA\_WITH\_AES\_128\_GCM\_SHA256  **21. 在TLS消息中，这个对称密钥加密算法最终是在哪个阶段决定和声明的？**  答 : 在TLS握手过程中的Server Hello消息中，服务器会选择一个Cipher Suite，并在Server Hello消息中通知客户端。这就是确定加密算法的阶段。  **22. 在您的跟踪中，从客户端到服务器传输的第一个加密消息的包编号是多少？**    答 : 41  **23. 鉴于此跟踪是通过获取 www.cics.umass.edu 的主页生成的，您认为这个加密应用数据的内容是什么？**  答 : 关于获取www.cics.umass.edu主页的HTTP请求。  **24.哪个数据包编号包含了客户端到服务器的TLS消息，用于关闭TLS连接？由于我们的Wireshark跟踪中的TLS消息是加密的，我们实际上无法查看TLS消息的内容，所以我们只能在这里做出合理的猜测。**    答: 推测为数据包编号为70, 因为数据包为120时又重新开始TLS握手, 因此最后一个加密信息应该为请求关闭TLS连接的信息, 它的数据包编号为70 | | |
| 分析：  在进行实验过程中，我们观察了TLS握手过程的各个阶段，并在Wireshark中分析了捕获到的数据包。  首先，我们确定了TCP连接的建立，然后观察了客户端和服务器之间的TLS握手。在TLS握手过程中，我们注意到客户端发送了Client Hello消息，其中包含有关其支持的TLS版本和加密套件的信息。服务器选择了加密套件，并发送了Server Hello消息。  然后，我们查看了包含服务器证书的TLS消息部分，并了解了服务器的公钥证书由InCommon RSA Server CA签名。我们还观察到了密钥交换过程和会话密钥的生成。通过查看TLS记录，我们发现了加密的应用数据，根据实验的目的，我们推测这些加密的应用数据是关于获取www.cics.umass.edu主页的HTTP请求。  最后，我们也尝试确定了TLS连接的关闭。虽然Wireshark中的TLS消息是加密的，但根据TLS连接关闭的模式，我们推测了关闭TLS连接的消息的数据包编号为70。这种推测基于观察到在数据包编号为120时重新开始了TLS握手，因此最后一个加密信息应该是用于请求关闭TLS连接的消息。 | | |
| 结论：  TLS协议是一种用于保护网络通信安全的加密协议，它提供了认证、机密性和完整性保护。在实验中，我们观察了TLS握手过程的各个阶段，包括客户端和服务器之间的通信和协商。TLS握手过程包括Client Hello、Server Hello、证书交换、密钥协商等步骤，通过这些步骤，客户端和服务器可以建立安全的通信连接，并协商出加密算法和会话密钥。在TLS连接建立后，数据包将通过使用对称密钥加密算法进行加密，以确保通信的安全性。  在TLS握手过程中，客户端发送Client Hello消息，其中包含有关其支持的TLS版本和加密套件的信息。服务器选择了加密套件，并发送了Server Hello消息，其中包含了服务器证书以及密钥协商参数。通过查看证书的内容，我们了解了证书的签发机构、公钥等信息，以及如何使用这些信息进行安全通信。TLS协议还使用随机字节来增加通信的安全性，防止重放攻击和提供熵以生成会话密钥。  总的来说，TLS协议是保护网络通信安全的重要协议，它通过加密和认证机制确保了数据的安全传输。通过这个实验，我对TLS协议的原理有了更深入的了解，并学会了如何使用Wireshark工具来分析TLS握手过程和加密通信。 | | |